**За вами долг, но это не правда**

С учетом повышения информационной грамотности населения преступники стали осваивать новые методы и приемы хищения денег граждан дистанционным способом, с применением высокотехнологичных процессов от лица государственных органов.

Например, позиционируя себя судебными приставами-исполнителями, направляют гражданам сообщения на электронную почту или смс-сообщения на мобильный телефон с текстом от имени судебного пристава об уведомлении Федеральной Службы Судебных Приставов о взыскании средств с банковских счетов, в том числе наложении ареста на имущество и других принудительных действиях в отношении них.

Открывать подобные письма и переходить по ссылкам, чтобы не допустить утечку личной информации и не нанести вред компьютеру или мобильному телефону, не стоит.

Как правило, такие письма или ссылки в них содержат вирусы, которые компьютер и телефон распознать не может.

Письма могут быть составлены грамотно. Часто в них указаны правдоподобные сведения с имитацией официальных ресурсов. К сообщению может быть приложен файл с подробной информацией.

Открывать такие файлы и переходить по имеющимся ссылкам опасно.

Знайте, судебные приставы-исполнители не предупреждают о задолженности через электронные письма и смс-сообщения.

Проверить состояние своего счета и долгов можно в официальном мобильном приложении или в личном кабинете на официальных сайтах судебных приставов. Вся информация предоставляется бесплатно.
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